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Data ownership revisited: clarifying data accountabilities in times of big data 
and analytics
Martin Fadler and Christine Legner

Faculty of Business and Economics (HEC), University of Lausanne, Switzerland

ABSTRACT
Today, a myriad of data is generated via connected devices and digital applications. In order to 
benefit from these data, companies have to develop their capabilities related to big data and 
analytics (BDA). A critical factor that is often cited concerning the “soft” aspects of BDA is data 
ownership, i.e., clarifying the fundamental rights and responsibilities for data. IS research has 
investigated data ownership for operational systems and data warehouses, where the purpose 
of data processing is known. In the BDA context, defining accountabilities for data is more 
challenging because data are stored in data lakes and used for previously unknown purposes. 
Based on four case studies, we identify ownership principles and three distinct types: data, data 
platform, and data product ownership. Our research answers fundamental questions about how 
data management changes with BDA and lays the foundation for future research on data and 
analytics governance.
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1. Introduction

There is no doubt that data are leading to a rising new 
economy (The Economist, 2017) and are fundamen
tally changing how business is conducted (Davenport 
et al., 2012; Wamba et al., 2015). With decreasing 
computing costs and the myriad of data generated 
via connected devices and digital applications, enter
prises are seeking opportunities to improve existing 
processes and products as well as to develop new data- 
driven business models (Wixom & Ross, 2017). This 
goes along with improving their capabilities to manage 
big data and analytics (BDA) (Grover et al., 2018). 
A cornerstone of BDA is data lakes, which store large 
volumes of data in various formats and enable innova
tion through data exploration and experimentation 
(Farid et al., 2016; Madera & Laurent, 2016; Watson, 
2017). Since data are nonrival, the business potential 
scales with data being used for multiple purposes at 
the same time without losing their value (Jones & 
Tonetti, 2019). However, this idiosyncrasy and the 
increasing number of data consumer–provider rela
tionships leads to complexity in data ownership. 
While there is consensus that data ownership clarifies 
fundamental rights and responsibilities for data (Hart, 
2002), the related debates in practice and research 
view the concept from different, often contrasting 
disciplinary perspectives. The legal perspective is 
reflected in the increasing number of data privacy 
regulations that governments issue to give individuals 
more rights and to control businesses’ uses of personal 
data (Labadie & Legner, 2019). Economists emphasise 

that data ownership affects and potentially harms 
social welfare (Jones & Tonetti, 2019). In IS literature, 
data ownership is often cited as a critical factor con
cerning the “soft” aspects in the creation and use of 
enterprise data, specifically BDA. Data ownership is 
not only important to gain business value from big 
data (Alexander & Lyytinen, 2017; Comuzzi & Patel, 
2016; Grover et al., 2018); it also clarifies fundamental 
rights and responsibilities that underpin data govern
ance (Loshin, 2001; Winter & Meyer, 2001). Grover 
et al. (2018) emphasise: “governance that delineates 
responsibility and accountability for data, [is 
a catalyst] for BDA value creation” (p. 417).

Data ownership has been discussed since electronic 
data processing began (Maxwell, 1989; Spirig, 1987; 
Van Alstyne et al., 1995; Wang et al., 1995). The focus 
of the subsequent debates has been on data ownership 
for operational systems and data warehouses (Winter 
& Meyer, 2001), where the purpose of data processing 
is known. While we can assume that data ownership is 
still beneficial in today’s corporate environment, prac
titioners underline that data lakes require a different 
approach to data governance (Chessell et al., 2018). 
Defining accountabilities for data is more challenging 
for BDA because data are stored in data lakes and used 
for new, previously unknown purposes. When data are 
repurposed, data flow across organisational units and 
need to satisfy different data consumer’ requirements 
in terms of data format, granularity, and quality. Such 
cross-unit data flows require effective coordination, as 
emphasised by the concept of enterprise-wide 
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information logistics (Dinter, 2013; Winter, 2008). 
These developments raise the question how we need 
to reinterpret and apply data ownership concepts so as 
to cope with emerging challenges in BDA 
environments.

To address this gap, our objective is to understand 
how data ownership concepts change in the context of 
BDA. Thus, we ask:

RQ: How do enterprises define and adapt data own
ership in the big data and analytics context?

To integrate academic and practitioner perspec
tives, we performed an extensive literature review 
and conducted explorative research based on multiple 
case studies to explore data ownership in the real- 
world context (Benbasat et al., 1987; Yin, 2003). 
From our analysis of the literature and of four com
panies with significant BDA experience, we identify 
data ownership principles and three data ownership 
types: data, data platform, and data product. We also 
demonstrate the implications of data repurposing on 
data ownership assignment and data dependencies. 
Our findings extend the prevailing data ownership 
concept from IS literature by integrating the data plat
form perspective, which serves as the required media
tor between data supply (data) and data demand (data 
product) in BDA environments. Our insights into 
ownership contribute to the data and analytics govern
ance literature generally. They particularly address 
structural aspects of data governance according to 
Tallon et al. (2013) and help clarify the decision rights 
in Tiwana et al. (2013)’s IT Governance Cube. Based 
on Grover et al.’s (2018) research framework, our 
study lays the foundation for BDA governance to facil
itate the value creation process. Our findings also com
plement prior research on enterprise-wide 
information logistics (Dinter, 2013; Winter, 2008), by 
adding the perspective of data ownership to cross-unit 
information flows. The three data ownership types 
support the effective coordination of enterprise-wide 
information delivery in order to generate synergies 
and attain overarching goals.

The remainder of this paper is structured as follows: 
We start by reviewing the research field on data own
ership from different disciplinary perspectives and 
outline the research gap. We then motivate our quali
tative research approach and provide an overview of 
the research process. Third, we present each case in 
detail. Based on our cross-case analysis, we synthesise 
our findings into six propositions. We conclude with 
a summary and discussions of our contributions as 
well as an outlook on future research.

2. Background

Data ownership is grounded in the general concept of 
ownership, which is a fundamental mechanism in our 
society and can relate to different disciplinary lenses, 

including legal, economics and management. 
Accordingly, different paradigms can be applied to 
determine who could or would be entitled to claim 
ownership of data. In the IS field, data ownership has 
been studied since the early days of electronic data 
processing, resulting in data ownership principles for 
operational systems and data warehouses. With BDA, 
an increasing variety of data sources are used for new, 
previously unknown purposes and are stored in data 
lakes so as to enable data exploration and experimen
tation. This requires us to revisit the data ownership 
concept for the BDA context.

2.1. Relevance of data ownership from different 
disciplinary perspectives

Ownership is a fundamental concept that is grounded 
in our everyday life and in fundamental mechanisms 
of society (Shleifer, 1998). It denotes the assignment of 
rights and responsibilities for a property to an indivi
dual or an organisation: “Property rights [. . .] are the 
rights of ownership. In every case, to have a property 
right in a thing is to have a bundle of rights that defines 
a form of ownership (Becker 19800, pp. 189–190)” (as 
cited in (Hummel et al., 2020), p. 3). These rights can 
apply to material and immaterial objects alike (ibid). 
Independent of the underlying object, the concept of 
ownership links various research disciplines among 
them law, economics, or management. In each of 
these disciplines, data ownership is discussed with 
varying objectives (see Table 1).

In law, data ownership is mostly associated with the 
privacy of individuals. With personal identifiable 
information being collected in an ever-increasing 
volume by large tech companies, this discipline aims 
at defining the actual owner of this data collection and 
the extent of control that remains with the data’s 
subjects. This legal perspective is particularly impor
tant as companies must be held accountable when it 
comes to data leakages or alienation of use that can 
harm data’s subjects as happened in the Cambridge 
Analytica scandal (Confessore, 2018). Although some 
governments are introducing privacy regulations to 
give individuals more rights and to control businesses’ 
uses of personal data (Labadie & Legner, 2019; 
Tikkinen-Piri et al., 2018), the dominant legal view 
remains that data cannot be owned (Hummel et al., 
2020). Nonetheless, contractual and intellectual prop
erty laws have to be respected for governing data in 
different situations (ibid). They put forwards that data 
property rights can be transferred through a licence 
agreement or that data property rights are obtained 
through mere creation (ibid).

In economics, property rights for data are defined 
as the ability to control the amount of data collected 
and to monetise it (Dosis & Sand-Zantman, 2019, 
pp. 3–4). With the recent explosion of data, 

2 M. FADLER AND C. LEGNER



economists are seeking answers on “how different 
property rights for data determine its use in the econ
omy, and thus affect output, privacy, and consumer 
welfare” (Jones & Tonetti, 2019, p. 2819). Inherent to 
the economic perspective are data’s unique character
istics as nonrival goods. In contrast to most other 
goods, data thereby are infinitely usable and are the 
source of increasing returns for companies (Jones & 
Tonetti, 2019). This characteristic can have negative 
economic consequences in cases where property rights 
for data are wrongly distributed. First, firms may not 
adequately respect the privacy of consumers (ibid). 
Second, firms may hoard data and limit potential 
gains of data being broadly used (ibid). Finding the 
optimal allocation of property rights for data therefore 
remains an open quest. Interestingly, a recent study by 
Dosis and Sand-Zantman (2019, p. 32) finds that the 
optimal allocation of rights crucially depends on the 
value of the data, or equivalently on the relative weight 
between the market in which the data are generated 
and the market in which they are used. Notably, there 
are already initiatives that drive open access to data 
(e.g., open data) (Link et al., 2017) and to machine 
learning models (e.g., Open AI) (Open AI, 2020) 
which directly stimulates reuse and thus generates 
value.

In management, ownership rights are an important 
element of corporate governance that guarantee the 
mere survival of organisations. Recent studies argue 
that property rights of a company should be assigned 
in a way that increases a company’s overall market 
value (Schulze & Zellweger, 2020). Here, a company is 
the owner of data that it collects or creates, while the 
companies’ property rights holders are undertaking 
the inherent risk of this venture. Linked to this per
spective are also the separation and delegation of dif
ferent decision rights to manage an organisation’s 
inherent complexity and achieve a desirable outcome 
(Fama & Jensen, 1983; Winkler & Wessel, 2018). In 
their seminal study, Fama and Jensen (1983) view 
a company “as a nexus of contracts (written and 
unwritten)” between different agents (p. 321). As 
implication, an effective system for decision control 
implies, almost by definition, that the control (ratifica
tion and monitoring) of decisions is to some extent 
separate from the management (initiation and imple
mentation) of decisions (ibid, p. 304). Besides the 
general differentiation of decision rights and their 
separation, it remains important to understand for 
what object (material or immaterial) a certain decision 
is made. This question is further studied in the corre
sponding sub-disciplines of management research, for 
instance, in the IS discipline.

In IS, early studies investigate how the allocation of 
data ownership affects system success (Maxwell, 1989; 
Spirig, 1987; Van Alstyne et al., 1995; Wang et al., 
1995). Although the authors use the term “data 

ownership”, they do not interpret “ownership” in the 
same way as the other disciplines mentioned earlier. 
Data ownership in the context of IS governance is 
decision control rights rather than property rights (as 
in the economic or management perspectives). For 
instance, in their seminal paper, Van Alstyne et al. 
(1995) distinguishes between ownership as the residual 
right of control (i.e., the right to determine access 
privileges for others), and usage rights as the ability 
to access, create, standardise, and modify data as well 
as all intervening privileges (p. 8). Allocating decision 
control rights on data has a direct effect on system 
implementations. Several studies confirm that data 
ownership should always stay with its origin (i.e., 
where the data are created) to ensure system success 
(Maxwell, 1989; Spirig, 1987; Van Alstyne et al., 1995; 
Wang et al., 1995). While this logic sounds intuitive, 
its practical implementation remains complex, espe
cially in analytical information systems where data 
flow across organisational units (Dinter, 2013).

2.2. Data ownership paradigms – how to assign 
the data owner?

In the enterprise context, data ownership provides the 
underpinning principles for data governance to define 
roles, responsibilities, and processes (Loshin, 2001; 
Winter & Meyer, 2001). Grover et al. (2018, p. 417) 
argued that “without appropriate organizational struc
tures and governance frameworks in place, it is impos
sible to collect and analyze data across an enterprise 
and deliver insights to where they are most needed”. 
The assignment of certain ownership rights to roles 
has proven to be beneficial: most importantly, people 
feel responsible, act in their self-interest, and take care 
of data. Thus, data ownership has been found to posi
tively impact on data quality and system success 
(Loshin, 2001; Van Alstyne et al., 1995). While the 
assignment of ownership rights and responsibilities 
has clear advantages, it can also lead to conflict con
cerning data sharing (Hart, 2002).

Generally, the allocation of data ownership is 
a “control issue – control of the flow of [data], the cost 
of [data], and the value of [data]” (Loshin, 2001, p. 28). 
Since responsibilities can depend on its context of use, 
Loshin (2001) explored different data ownership para
digms. Although Loshin (2001) followed a fairly prag
matic approach, the suggested paradigms can be 
linked to different general philosophical ownership 
approaches outlined by Hart (2002). These approaches 
can help us to understand the underlying rationale for 
assigning ownership as well as to structure the 
research field (see Table 2). We classify the paradigms 
according to the socio-organisational context into 
three categories: individual, organisational, and shared 
ownership (everyone). We will now present each 
category.

JOURNAL OF BUSINESS ANALYTICS 3



2.2.1. Individuals as data owner (data ownership 
outside of the organisation)
Data ownership is increasingly being claimed by indi
viduals as the subjects of data (subject as owner). This 
paradigm reflects libertarian theory by Robert Nozick 
and John Rawls, where ownership must be allocated in 
ways that do not limit the freedom of others to act 
autonomously (Hart, 2002). With the Internet, perso
nal data are being collected, used, and even sold in 
non-transparent ways. Thus, the private ownership 
paradigm often emerges as a reaction once the data 
collection has been unveiled, and individual data own
ership rights are increasingly enforced with data pro
tection policies such as the European Union’s General 
Data Protection Regulation (GDPR). With the emer
gence of the Internet of Things (IoT), the debate about 
individual data ownership has gained a new facet 
because it remains unclear who owns personal data 
produced by machines (Janeček, 2018). For instance, 
the data collected by smart metres enable electricity 
providers to optimise their network and service offer
ings, but also unveil highly sensitive data about private 
households, which can easily be misused (McKenna 
et al., 2012).

2.2.2. Organisations as data owner (data 
ownership inside of the organisation)
In the context of organisations (enterprise as owner), 
the data ownership concept is getting more complex as 
a result of distributed data creation and processing in 
organisations (Van Alstyne et al., 1995). Here, three 
reasons for claiming ownership can be distinguished. 
First, organisations claim ownership owing to mone
tary factors of funding (funding organisation as owner) 
or purchasing/licencing data (purchaser/licensor as 
owner). These paradigms build on labour theory by 
John Locke and assign ownership according to the 
extent of value added through labour (Hart, 2002). 
They always involve two parties: the organisation 
that funds the party who creates data, and the organi
sation that purchases or licences data owned by 
another party. While in the first case data ownership 
is transferred to the funding organisation without any 
restrictions, in the second case, data ownership is 
transferred to the purchasing/licencing party under 
certain restrictions. Second, an organisation may 
claim ownership by using data. This approach reflects 
the view of first occupancy theory by Immanuel Kant, 
which assigns ownership to the first who possesses 
a property or object (Hart, 2002). This is typically the 
case for consuming parties (consumer as owner) that 
require high confidence in the data and therefore take 
over accountability. It may also apply to parties who 
read data from different sources (reader as owner) to 
create or add these to their knowledge base. Third, 
organisations create business value through data pro
cessing and therefore claim ownership. In line with 

personality theory by Georg Wilhelm Friedrich Hegel, 
it determines ownership by a person’s will to invest in 
an object, which makes him this object’s owner (Hart, 
2002). Four paradigms can be distinguished depend
ing on the processing type: creating data (creator as 
owner) or formatting data (packager as owner) for 
a certain purpose, compiling information from var
ious data sources (compiler as owner), and decoding 
data (decoder as owner).

2.2.3. Everyone as data owner
Data ownership often implies that an individual or 
organisation has sole ownership rights. The opposite 
is the case in the paradigm everyone as owner, which is 
applied when data are intended to be shared with 
a broad user group. In this case, data ownership is 
not assigned to any individual or organisational party; 
instead, everyone can become an owner of certain 
data, and with the same access rights. This paradigm 
builds on utility theory by Jeremy Bentham and John 
Stuart Mill, where ownership maximises the benefits 
for all involved parties (Hart, 2002). It is often empha
sised in discussions related to open data, which is 
“data that anyone can access and use” (Link et al., 
2017). Especially when the data are created in 
a crowdsourced way – as is the case with 
OpenStreetMap (OpenStreetMap, 2019), for 
instance, – the community is the data owner and 
everyone shares the same rights to access and use the 
data, under certain restrictions. Still, open data repo
sitories require data governance, which is often hard 
to establish when responsibilities are distributed, and 
accountabilities cannot be assigned to an individual or 
organisational entity. This is especially the case with 
public health data, but also with data collected in 
smart cities, for instance. Thus, while open data hold 
the potential for great innovation, issues develop 
around privacy, confidentiality, and control of data 
(Kostkova et al., 2016).

2.3. Approaches to data ownership for 
operational and analytical systems

Data ownership has been specifically investigated for 
operational systems (Maxwell, 1989; Spirig, 1987; 
Wang et al., 1995) and data warehouses (Winter & 
Meyer, 2001). Operational systems seek to enable 
business processes with quality data, defined as data 
that fit its purpose (Wang & Strong, 1996). Enterprises 
have sought to centralise operational systems to ease 
maintenance and control for IT departments. This has 
resulted in a misconception that IT departments are 
the data owner and must be responsible for data qual
ity (Van Alstyne et al., 1995). Business users create the 
data while executing business processes, but also need 
high confidence (quality) in the data they use. Thus, in 
operational systems, it is recommended that data 

4 M. FADLER AND C. LEGNER



ownership holds to its original aim of ensuring high 
data quality (Maxwell, 1989; Spirig, 1987). This 
implies that the data ownership paradigms creator as 
owner and consumer as owner fall together.

While data ownership in operational systems fol
lows the logic of business processes, data warehouses 
and particularly data marts (in the means of analytics 
systems) integrate data from multiple business pro
cesses (Watson & Wixom, 2007). Data warehouses 
bring together data from operational systems (push). 
To fulfill a certain information demand (e.g., manage
ment report), data are integrated for this particular use 
in data marts (pull). Thus, data ownership in data 
warehouses and data marts must be data-centric and 
depends on the number of data integration layers. In 
the case of one data warehouse and one data mart 
layer, two ownership types can be distinguished 
(Winter & Meyer, 2001). Since data are typically not 
changed when it is brought into a data warehouse, 
data ownership on the data warehouse layer stays the 
same as in operational systems (data supply). On the 
data mart layer, data are typically changed to fulfill 
a certain information need. Thus, data ownership on 
this layer is assigned to the party who requests parti
cular information (data demand), which is often also 
the sponsor of such activities.

In the context of analytical information systems, 
data are used in different organisational units than 
from which they originate (Dinter, 2013; Winter, 
2008). The resulting data supply issues have been dis
cussed from the perspective of information logistics, 
i.e., “the planning, control, and implementation of the 
entirety of cross-unit data flows as well as the storage 
and provisioning of such data” (Winter, 2008, p. 41). 
Hereby, data ownership, in the form of governance 
structures (Dinter, 2013) enables efficient and effective 
information delivery.

2.4. The research gap

Debates about data ownership have multiple facets 
and, with increasing privacy concerns, they go well 
beyond the boundaries in which data are created. 
In the enterprise context, data ownership remains 
more complex compared to other assets. Still, data 
ownership is needed to clarify rights and responsi
bilities to ensure business value with effective data 
governance (Grover et al., 2018; Otto, 2011; Tallon 
et al., 2013). The research distinguishes two 
approaches to data ownership: In operational sys
tems, data ownership is business process-centric, 
i.e., the creator and the consumer of operational 
data are often the same. This perspective stands in 
contrast to analytical systems (e.g., data ware
houses), where data ownership is data-centric: the 
consumer is not the creator because a data mart 
integrates data from multiple business processes. IS 

research on data ownership has focused mostly on 
operational systems although even more managerial 
challenges emerge in the context of analytical sys
tems (Dinter, 2013; Winter, 2008). To the best of 
our knowledge, only one early study elaborates 
specifically on data ownership in data warehouses 
(Winter & Meyer, 2001). A few studies investigate 
related topics, such as data governance in the con
text of data warehousing (e.g., Watson et al., 2004) 
or governance mechanisms for data analytics 
(Baijens et al., 2020), data quality management 
(e.g., Weber et al., 2009), and data lifecycle man
agement (Tallon et al., 2013).

BDA as an emerging analytical paradigm differs 
from traditional business intelligence and data ware
house infrastructures, where the structure is prede
fined, and data are cleaned upfront to deliver high- 
quality reports and insights (Watson, 2009). BDA 
introduces larger volumes and a higher variety of 
data that are stored in data lakes, without 
a predefined structure and in raw format, to enable 
data exploration and innovation (Farid et al., 2016; 
Madera & Laurent, 2016; Watson, 2017). With this 
paradigm shift, new challenges emerge for enterprises 
(Grover et al., 2018; Sivarajah et al., 2017). On the one 
hand, with data repurposing, they need to manage an 
increasing number of data provider–consumer rela
tionships. Providing data for multiple purposes (Chen 
et al., 2012) imposes higher requirements on data 
quality, data integration, and data security (Grover 
et al., 2018). In fact, data quality remains one of the 
key challenges to enable business value from BDA 
(Abbasi et al., 2016; Grover et al., 2018; Wamba 
et al., 2015). On the other hand, the development 
and operation of analytics go beyond the mere aggre
gation and visualisation of data. With artificial intelli
gence (AI) (Watson, 2017), it is harder to keep track of 
how data are processed. Further, the high dependency 
of machine learning applications on data may lead to 
the risk of high technical debt (Sculley et al., 2015). At 
the same time, the increasing use of AI is fuelling 
debates about ethical questions. For instance, deep 
learning techniques operate as “black box” algorithms 
whose working mechanisms are somehow hard to 
understand (Castelvecchi, 2016). This is why analytics 
can lead to “discriminatory effects and privacy infringe
ments” (Custers, 2013, p. 3) and why debates have 
emerged about accountabilities for algorithmic deci
sion-making (Diakopoulos, 2016).

These developments are resulting in new issues and 
questions relating to data ownership, while showing 
the relevance of defining accountabilities for data. 
Besides the consideration of these contemporary 
requirements in research on accountabilities, 
a holistic view on data governance, which comprises 
operational and analytical systems, is currently 
missing.
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3. Methodology

We seek to understand how enterprises define and 
adapt data ownership in the BDA context – 
a complex phenomenon that requires that one analyse 
rich information related to the adoption of BDA and 
the definition of data-related roles in enterprises. This 
is why we opted for an explorative case study research 
design, which is well suited for answering how ques
tions (Yin, 2003) and studying such contemporary 
phenomena in their particular context (Benbasat 
et al., 1987; Yin, 2003). Specifically, we studied multi
ple-case studies so as to ensure our theory’s robustness 
and to draw generalisable conclusions (Benbasat et al., 
1987; Yin, 2003).

3.1. Case selection

We integrated our research activities into 
a research programme on data management that 
included close interactions with 11 data manage
ment experts from seven high-profile European 
companies over 12 months. In early 2019, we 
initiated an expert group to investigate data man
agement challenges in the context of BDA and met 
14 times between January and November 2019. The 
participants were data experts responsible for estab
lishing organisational and technological structures 
to manage BDA. They represent large corporations 
from different industries with some maturity in 
levering BDA.

The discussions in the expert group allowed us 
to develop an understanding of the current situa
tion and to select four (out of seven) companies for 
further investigation (see Table 3-7). Three compa
nies were discarded because their data lake initia
tive was only in the pilot phase, and they had 
limited practical experience with data ownership 
in BDA environments. The selected four companies 
had already established an enterprise data lake and 
had practical experience with introducing data and 
analytics roles, including the data ownership con
cept. As each case company has a high BDA matur
ity and belongs to a different industry, the case 
selection process followed literal replication logic, 
leading to similar rather than contrasting results 
(Benbasat et al., 1987; Yin, 2003).

3.2. Data collection

Our data collection approach aimed at gathering 
information from multiple sources, including 
expert interviews and internal documents, to allow 
for triangulation and ensure construct validity (Yin, 
2003). For the expert interviews, we selected key 
informants that have strategic and operational 
responsibility to manage BDA and who are aware 

of the relevance of and issues relating to data own
ership. For identifying the experts, we used 
a snowball sampling approach (Naderifar et al., 
2017): We were already in contact with at least 
one key informant for the data lake initiative in 
the respective company through the expert group 
that we formed (see above). We requested them to 
identify further key informants in case our require
ments were not met. Thereby, we interviewed at 
least two experts per company, which were knowl
edgeable about BDA platforms, roles and account
abilities. At least one expert was working in the 
company for more than five years to ensure 
a solid understanding of the company’s strategic 
initiatives and challenges. As a starting point, we 
conducted one initial semi-structured interview of 
1–1.5 h with the key informants to understand 
each’s technological and organisational structures 
to manage BDA. For instance, we asked the open- 
ended questions “What is the architectural structure 
of your data lake?”, “What are your key account
abilities for managing data on the data lake?” and 
“How do you assign those accountabilities?”. These 
interviews gave us the opportunity to understand 
the challenges and approaches concerning assigning 
accountabilities for data in greater depth. In paral
lel, we collected primary data through internal 
documents provided by the firms (e.g., BDA plat
form designs, role models, and organisational 
structures). These documents informed us not 
only about their approach to data ownership but 
also about the context and related topics, such as 
technical infrastructure as well as established roles 
or processes.

3.3. Within- and cross-case analysis

We performed the case analysis in two steps. First, 
we conducted a within-case analysis (Yin, 2003) to 
understand the different data ownership types in 
each enterprise. Here, we used an analysis frame
work and documented the company-specific data 
ownership types, their descriptions, and the orga
nisational assignment in each type based on the 
interview transcripts and the additional company 
documents provided. In a subsequent expert 
group meeting, we discussed and compared each 
company’s data ownership approach. The discus
sion helped us to understand the similarities and 
peculiarities of each case. Second, we performed 
a cross-case analysis (Yin, 2003), comparing the 
findings of the within-case analysis with one 
another so as to identify common data ownership 
types and their responsibilities. Further, we linked 
each identified type to the corresponding data own
ership paradigms suggested by Loshin (2001), 
which helped us to understand its mechanism in 
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a simplified way. Based on our analysis, we out
lined four propositions for data ownership in the 
BDA context. We discussed our findings in another 
expert group meeting, which gave us a better 
understanding of whether the enterprises agreed 
with our conclusions or if we had missed aspects 
we had not reflected on. To verify specific aspects 
with the case companies and to ensure robust find
ings, we conducted an additional interview with 
one key informant from each company. At the 
end, we held another expert group meeting to dis
cuss common challenges resulting from data repur
posing and derived two further propositions.

4. Data ownership in the four case companies

To provide insights into the case setting, we start by 
presenting the general context, i.e., BDA’s role in each 
enterprise and each’s approach to data ownership.

4.1. Company A

Company A is undergoing a digital transformation and is 
introducing innovative digital products (in addition to its 
traditional product portfolio), which shifts its core busi
ness model from business-to-business to business-to- 
consumer. Through this change, the company faces an 
increasing amount of data created via sensors embedded 
in the digital product and in new customer touchpoints 
(e.g., points of sale or web applications). These data are 
enabling company A to improve the way it understands 
and interacts with its customers; but, to lever these data, 
the company had to enhance its data and analytics cap
abilities. In a first step, it formed a central group that is 
responsible for enterprise data and analytics. It also estab
lished a data lake as a central big data platform (commer
cialised Hadoop stack from Cloudera, on-premise and 
partially in the cloud), which enables data scientists to 
conduct analytics across the traditional business functions 
based on internal and external datasets. This platform is 
primarily used for exploration and experimentation, but 
also for industrialisation of analytics use cases. It has three 
major components: the data repository for storing and 

staging data from internal and external sources, data 
science labs for exploration and experimentation, and 
data products for industrialisation of analytics use cases.

Company A distinguishes three data ownership types: 
data source owner, platform owner, and data product 
owner. The data source owner is “primary decision 
maker about the data entities under his responsibility and 
accountable for the overall integrity, data lifecycle and data 
quality of data created in his ownership”. This role is 
typically assigned at a director level or even above, to the 
head of a business function that creates but also consumes 
data of this domain. In the data platform context, the data 
source owner “provides approval for data usage in data 
product”. Thus, company A ensures compliant access to 
sensitive data (e.g., identifiable personal information). 
When data are then used in a data product, the company 
arranges a service-level agreement with the corresponding 
owner of the data sources so as to ensure quality on both 
sides. Thus, the data source owner must “fulfill service- 
level agreements for data products”. The platform owner is 
accountable for the platform infrastructure (technology 
stack) and is assigned to the head of the digital analytics 
team. Concerning data, he “maintains data sanity and 
business context while data are going through the technol
ogy stack”. This includes that he “oversees and controls 
work in data labs”. Further, he “is accountable for the 
availability of data pipelines”. In this sense, he must ensure 
that business requirements for data products are being 
fulfilled. The data product owner, as a head of a business 
function, represents the data use side and “addresses busi
ness need for data driven by analytics use cases”. This 
makes him “accountable for output of the technology 
stack”. Once a data product is developed and ready to 
use, he “ensures the business value of a data product over its 
lifetime”.

4.2. Company B

Company B is an infrastructure provider. It is undergoing 
a digital transformation following a corporation-wide 
program with three main goals: improve interactions 
with customers, increase internal efficiency, and enhance 
capacity management. Thus, the company has invested in 

Table 1. Disciplinary perspectives on ownership and data ownership.
Discipline Ownership concept Objectives of data ownership

Law Enablement and protection of rights with respect to one’s property 
(external) and identity (internal).

Ensure data privacy, while holding firms accountable for 
fraudulent data use.

Economics Allocation of ownership rights for economic goods and their effect on 
market equilibriums as well as welfare.

Distribute property rights for data in the way that increases 
output and consumer welfare, while protecting 
individual privacy.

Management Allocation of property rights to maintain an organisation’s survival and 
increase its value (Firm is owner of the data it collects and creates)

Define a firm’s accountability and assess its risk 
undertaking through data collection and monetisation.

Management 
information 
systems

Allocation of decision rights for IT artefacts to achieve a desired 
outcome.

Assign decision control rights for data among different 
organisational entities to increase value generation 
through data.
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Table 2. Data ownership paradigms and discourses.
The socio- 
organisational 
context

The data ownership 
paradigm (Loshin, 2001) Example

The related philosophical perspective on 
ownership (Hart, 2002)

Individual Subject as owner A private person accuses a company of selling his 
or her personal data to a third party

Libertarian theory: Ownership does not limit the 
freedom of others

Organization Consumer as owner A sales team uses customer phone numbers that 
are essential for its daily operation

First occupancy theory: Ownership by being the 
first to possess an object

Reader as owner A consultancy collects information on industry 
trends to extend its knowledge base

Enterprise as owner An enterprise creates, processes (adds value), 
and distributes data about its products

Labour theory: Ownership through value adding, 
either by own labour or owning labour

Funding organisation as 
owner

A company pays a research company to collect 
panel data

Purchaser/Licensor as 
owner

A company buys an address list of potential 
customers

Creator/Generator as 
owner

A research firm invests in collecting qualitative 
data for a market study

Personality theory: Ownership through personal 
will to invest in an object

Compiler as owner A business intelligence department builds 
a central data warehouse

Packager as owner A web agency designs and formats a web page 
for a customer

Decoder as owner A company synthesises information from DNA 
data

Everyone Everyone as owner A crowdsourced collection of geo-information in 
a public database

Utility theory: Ownership maximises the benefits 
for all involved parties

Table 3. Selected cases.
Case 
name Industry Size Key informants (years in the company) Big data and analytics context

Company 
A

Fast-moving 
consumer goods

Revenue: 
50 USDB to 
100 USDB 
Employees: 
~80,000

Manager: data governance (>10y), Enterprise data 
architect (1–5y)

Organisation: central data and analytics 
management organisation 

Infrastructure: central big data platform for 
innovation and industrialisation of analytics 
use cases

Company 
B

Public 
transportation 
and mobility 
infrastructure

Revenue: 
1 USDB to 
50 USDB 
Employees: 
~35,000

Leader: Business information management (>10y), 
Data governance manager (6–10y), Big data 
platform architect (1–5y)

Organisation: central data management 
organisation and central/decentralised data 
science team 

Infrastructure: corporate data lake for data 
exploration/experimentation and the 
operation of analytics use case

Company 
C

Manufacturing Revenue: 
1 USDB to 
50 USDB 
Employees: 
~90,000

Director: Data architecture and engineering (6– 
10y), Project manager: Data platform (3y)

Organisation: corporate data management 
organisation and central platform team 

Infrastructure: central data platform to enable 
digital innovations and scale the operation 
of data products

Company 
D

Healthcare and life 
science

Revenue: 
1 USDB to 
50 USDB 
Employees: 
~50,000

Leaders: Head of Data Products and Solutions 
(>10y), Global Enterprise Data Strategy Lead (1– 
5y)

Organisation: federated organisation with data 
and analytics centre of excellence and staff 
in line of business 

Infrastructure: Multiple data platforms serving 
specific analytics needs and an enterprise- 
wide data platform

Table 4. Data ownership in company A.
Data owner 
type Description Organizational assignment

Data source 
owner

“Primary decision-maker about the data entities under his responsibility and accountable for the overall 
integrity, data lifecycle and data quality of data created in his ownership”. 
“Provides approval for data usage in data product”. 
“Fulfils service-level agreements for data products”.

Head of a business function: 
director level or above

Platform 
owner

“Maintains the data sanity and business context while data are going through the technology stack”. 
“Oversees and controls work in data labs”. 
“He is accountable for the availability of data pipelines”.

Head of the digital analytics team

Data product 
owner

“Addresses the business need for data driven by analytics use cases”. 
“Accountable for the output of the technology stack”. 
“He ensures business value of data product over its lifetime”.

Head of a business function: 
director level or above
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new digital applications and sensor technologies to collect 
data from its assets. Further, it provides noncritical data 
to third parties through open access so as to stimulate 
innovation from the outside. Advanced and big data 
analytics are key drivers of company B’s digitalisation 
initiative and are strategically relevant to the company. 
Thus, it established a central big data platform (commer
cialised Hadoop stack from Cloudera, on-premise) to 
provide access to data from diverse sources simulta
neously for innovation and production. To ensure the 
reusability of data on the platform, it was decided that 
data must be actively managed through corresponding 
organisational roles and structures. A central data man
agement organisation was established to ensure data 
governance. On the analytics side, a central data science 
team coordinates the activities, while data scientists form 
part of each business unit. The platform has four major 
components: data lake, data labs, data apps, and user 
homes. The data lake serves as an underlying data storage 
and processing entity that operates along a staging, an 
integration, and a business transformation layer. Data 
labs operate on the data lake and serve the data scientists’ 
need to explore and experiment with data, for instance, 
a group of data scientists is accessing machine state data 
in a data lab to develop a predictive maintenance algo
rithm. The data app represents an operationalised appli
cation that uses data from the data lake, for instance, the 
predictive maintenance application signals service work
ers in case of required maintenance activity. A user home 
comprises specific data from the data lake that is private 
to the user, for instance, a business analyst conducts ad 
hoc analyses of daily customers.

Company B distinguishes three of data ownership 
types on the big data platform, according to its compo
nents: data owner, owner of the data lab/data app/user 
home, and owner of the data lake. The data owner is 
responsible for a data feed in the context of the big data 
platform and is typically assigned to a business role. Thus, 
this role is “responsible for data quality, definition, classi
fication, security, compliance and data lifecycle of a data 
attribute, set of attributes, or dataset”. The data definition 
(e.g., documentation in data catalogue) and classification 
must be done when data are brought to the big data 

platform. This implies that the data owner “controls read
ing access to his data through data feed on big data plat
form and ensures compliant use through the provision of 
no-join policies under the respect of interests of existing and 
future data user”. These policies must be revisited as new 
data are continuously brought to the platform. Since not 
every data feed has a data owner assigned when it is 
brought to the big data platform, the data user is required 
to find the data owner. If the data owner cannot be 
identified, the user must fill this gap and becomes the 
owner of the requested data. The owner of the data lake is 
“accountable for the standardisation of the overall big data 
solution architecture”. This includes that he “proves the 
compliance of analytics solutions”. Thus, this role is 
assigned to the role of the big data solution architect, 
who is also responsible for platform development and 
provides “information on planned extensions of the data 
lake”. This role’s responsibilities go beyond the architec
ture of the big data platform, since he “ensures that new 
and valuable data are onboarded to the data lake accord
ing to the business need and potential. For this, he searches 
proactively new data sources, valuates their business poten
tial, and initiates the onboarding process”. In this regard, 
the owner of the data lake serves as a mediator between 
the data owner and the owner of the data lab/data app/ 
user home. The latter holds the rights to use data either 
through a data app that is typically assigned to a business 
role or through a data lab or user home that is typically 
assigned to technical roles, for instance, a data scientist. 
This owner also “manages access to data lab, app,, or user 
home and is accountable for any activity (operational 
activity or data privacy) on it over its lifetime”. He is also 
obliged to inform the platform owner about whether the 
environment still generates value or can be removed. 
A data scientist, as a user of the owner of the data lab, 
“needs to comply with a conduct of ethics when working 
with data in a data lab”.

4.3. Company C

Company C has a long tradition in the automotive 
industry. It has invested heavily in R&D to embed 

Table 5. Data ownership in company B.

Data owner type Description
Organizational 

assignment

Data owner “Responsible for data quality, definition, classification, security, compliance, and data lifecycle of 
data attribute, set of attributes, or dataset”. 
“Controls reading access to his data through data feed on big data platform and ensures 
compliant use through the provision of no-join policies under the respect of interests of 
existing and future data users”.

Business role

Owner of the data lake “Accountable for the standardisation of the overall big data solution architecture. Proves 
compliance of analytics solutions”. 
“Gives information on planned extensions of the data lake”. 
“Ensures that new and valuable data are onboarded to the data lake according to the business 
need and potential. For this, he proactively searches for new data sources, valuates their 
business potential, and initiates the onboarding process”.

Big data solution architect

Owner of the data lab/ 
data app/user home

“Manages access to the data lab, app, or user home, and is accountable for any activity 
(operational activity or data privacy) on it over its lifetime”. 
“Data scientists must comply with conduct of ethics when working with data in a data lab”.

Business role for the data 
app 
Technical role for the 
data lab/user home
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software in its products to collect and process data. 
With this data, the company is seeking to monitor its 
products’ conditions and to provide value adding ser
vices to its customers. Thus, it strongly relies on data 
as an essential component of its future business. For 
traditional data domains, it has established a corporate 
organisation for master data management. Owing to 
new requirements to manage sensor data and to 
develop analytics, company A has extended this func
tion’s scope and has set up new organisational units. 
A central platform team has been built up and man
ages a platform with a virtualised and physical data 
lake (Microsoft Azure Cloud) to enable digital innova
tions and to scale the operation of data products. 
Company C has also flattened its organisational hier
archies so as to become more agile. Its data platform 
has two major components: a data hub and data solu
tions. The data hub connects to the data sources and 
encompasses a physical and a virtual storage for var
ious types and formats of data. The data solution 
accesses and processes data to develop/deliver a data 
application for/to a data consumer.

In the context of the data platform, company 
C distinguishes between three ownership types: data 
domain manager, infrastructure owner, and business 
logic ownership. The data domain manager “controls 
and monitors the data management for his domain”. 
Each data domain comprises a homogenous set of data 
attributes describing a business object, for instance, 
a customer or an asset. This domain approach to 
structuring data ownership is a typical approach in 
organisations with mature data management prac
tices. Company C’s data domain manager “receives 
requests for data processing and provides data for 
data usage” and is accountable for data content and 
responsible for maintaining data according to business 
requirements. This role is assigned to a business role 
in lower management to ensure the efficient handling 
of requests, which corresponds to company C’s agile 
management approach. Company C does not yet dis
tinguish between the input and output data of a data 
application. Thus, the data domain manager is the 
owner of input data to the platform and output data 
of data applications as long as they belong to his 

domain of responsibility. This includes reporting 
errors and suggesting improvements. The infrastruc
ture owner is accountable for the data platform’s 
development and operation. Thus, he “oversees the 
implementation and availability of data pipelines to 
onboard data to the data hub and provision data to 
data solutions”. At company C, this role is assigned to 
the head of the data platform team, which is part of the 
corporate IT function. The business logic owner is 
“accountable for data applications over its lifetime, 
which includes compliant implementation, the mainte
nance of data application, and support of users”. This 
role can either be assigned to a business or/and an IT 
role (central/decentral) depending on a data applica
tion’s importance and complexity.

4.4. Company D

Company D is a long-lasting player in the healthcare 
and life-science industries and exist on the market 
since more than a century. As science and technology 
are at the core of this company, data and analytics 
have become major enablers for the company’s ability 
to develop innovative products. Thus, an enterprise- 
wide data platform has been established that aims at 
data democratisation by capturing, curating, exposing, 
and understanding data to answer innovative business 
questions. This enterprise-wide platform comprises 
a wide array of capabilities among them are advanced 
analytics, text analytics, data lake, and a data catalo
gue. Data can be onboarded from internal operational 
(e.g., CRM) and analytical systems (e.g., data ware
house) as well as external data sources. The data cat
alogue is a central element of this platform that helps 
in coordinating data onboarding workflows (data sup
ply) and simultaneously in finding relevant data (data 
demand).

Company D distinguishes four data ownership 
types in the context of the enterprise-wide data plat
form: data owner, data product owner, business owner, 
and platform owner. It makes a clear distinction 
between so-called left-hand operations and right-hand 
operations on the enterprise-wide platform. The “left- 
hand operations are basically how you fill your data 

Table 6. Data ownership in company C.
Data owner 
type Description

Organizational 
assignment

Data domain 
manager

“Controls and monitors the data management for his domain”. Business role: lower 
management

“Receives requests for data processing and provides data for data usage”.
“Reports errors and suggests improvements”.

Infrastructure 
owner

“Develops and operates the data platform”. Corporate IT role: Head of 
the data platform team

“Oversees the implementation and availability of data pipelines to onboard data to the data hub and to 
provision data to data solutions”.

Business logic 
owner

“Accountable for a data application over its lifetime, which includes compliant implementation, the 
maintenance of the data application, and support of users”.

Business or/and IT role: 
lower management
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catalogue and how you curate your data and organise 
it”, the “right-hand operations are actually how you use 
that data for a certain purpose and that purpose is what 
we call product”.

On the left hand, data owners are assigned to orga
nisational entities that are the primary users of 
a specific dataset. The data owner “has a strong con
tributory role in governing the data in the means of 
their purposeful, compliant, ethical use as well as their 
quality”. This role is accountable for delegating corre
sponding data responsibilities to data stewards and 
data custodians. Data owners are nominated for 
a dataset’s context of use which defines the Who, 
What, Why, Where, How, and When respective the 
terms and conditions of a dataset’s use. This context of 
use can be adapted when a dataset is used for 
a different use case, for instance. While small devia
tions of a dataset’s context of use (e.g., a dataset is used 
as it is for creating a report) have no effect of its 
responsibilities, greater deviations (e.g., a dataset’s 
attributes must be extended) may lead to defining 
a new context of use and nominating a dedicated 
data owner. The central data organisation acts as an 
intermediary and is responsible for assigning data 
owners and negotiating these contractual agreements.

On the right hand, “data product owners look after 
certain domains like sales, supply chain or marketing 
and they oversee a portfolio or bundle of use cases which 
might result or can be bundled to a product”. Hence, 
the data product owner manages a portfolio of use 
cases and collaborates with data and analytics experts 
to bring these use cases on the platform. First, data 
need to be onboarded to the platform. This data 
acquisition “is driven by the data product/use case, 
first data stewards or data detectors find the data, 
then data engineers acquire the data and lead engineers 
organise the data”. The data product owner is “com
plemented with a business owner, someone who has 
skin in the game and makes sure that their staff are 
really using the data product, e.g., in digital sales”. So, 
while data product owners seek to transform use cases 
into products in the central data organisation, 

business owners ensure that these products are actu
ally used to generate value in the lines of business.

Besides the accountabilities for managing data sup
ply and demand, case company D is at the moment 
establishing the data platform owner role who “prior
itises all the requirements coming from all areas and 
own the platform, and basically give the direction how 
the platform will develop further”. This role is also part 
of the data organisation.

5. Data ownership types and principles in the 
context of BDA

Through a cross-case analysis, our study unveils that BDA 
leads to significant changes and extensions to data own
ership. In the following, we formulate propositions related 
to the three data ownership types and on the specific 
implications of data repurposing on data ownership.

5.1. Data ownership types

Proposition 1: In the context of BDA, companies define 
data ownership at three levels: data source or dataset 
(data supply), data product (data demand), and data 
platform.

Our cross-case analysis reveals that three different 
data ownership types were present in all four enter
prises. These ownership types characterise relevant 
organisational data accountabilities and responsibil
ities in the context of BDA. They can be linked to 
the corresponding data ownership paradigm sug
gested by Loshin (2001) and the related philosophical 
assumptions (see Table 8). 

Proposition 2: The data owner ensures compliant access 
to and use of data, not only in the source system, but 
also on the platform and in data products. This addi
tion extends beyond the traditional responsibility of 
ensuring data quality and requires one to manage 
more data dependencies.

Table 7. Data ownership in company D.
Data owner type Description Organizational assignment

Data owner “Data owner has a strong contributory role in governing the data in the means of their 
purposeful, compliant, ethical use as well as their quality”.

Organizational unit that has 
primary use of a dataset

“Data owner is accountable for the careful delegation of responsibilities for supporting processes, 
systems and uses”.

Data product owner “Data product owners [. . .] oversee a portfolio or bundle of use cases which might result or can 
be bundled to a product”.

Data organisation

Business owner “The data product owner is complemented with a business owner, someone who has skin in the 
game and makes sure that their staff are really using the data product, e.g., in digital sales”.

Line of business: team leader

Data platform owner “Data platform owner prioritises all the requirements coming from all areas and own the 
platform, and basically give the direction how the platform will develop further”.

Data organisation
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The data owner is first the creator but can also be 
user of data (sources) in his or her domain of respon
sibility. This implies the accountability for the defini
tion, the quality and the lifecycle of data and can be 
associated with the paradigms of creator as owner and 
consumer as owner. The data owner is a pure business 
role in all four case companies, but with varying orga
nisational assignment levels. While in company A, this 
role is assigned on a director level, in company C, it is 
assigned to a lower management function so as to 
ensure efficiency in handling data requests. In com
pany D, this role is assigned to any organisational unit 
which is primary user of a dataset.

The data owner is accountable for making data fit 
its purpose, as outlined by seminal papers (Wang & 
Strong, 1996). However, data owners also play a key 
role in advancing the digital transformation by 
increasing the availability of quality data captured by 
digital technologies (Vial, 2019). Interestingly, we find 
that BDA also extends the responsibilities of data 
owners to also provide the input data for new data 
products. First, the data owner is expected to address 
the particular requirements of data products accord
ing to service-level agreements – as in company A and 
D. For instance, in company D such contractual agree
ments are handled through a dataset’s context of use 
and a central organisation helps in moderating and 
defining them. Second, the data owner ensures com
pliant access and use of the data on the platform, i.e., 
manages data requests, approves usage, and provides 
access. For instance, the data owner in company 
B must continually revisit the no-join policies so as 
to ensure compliant use, also when the number of data 
available on the platform increases. This responsibility 
requires both additional effort and knowledge of 
potential implications when data are combined with 
data from other domains. In this regard, the data 
owner controls the decentralised access, which is one 
of the key data security issues to be solved in BDA 
environments (Grover et al., 2018), and may even be 
needed at an intra-organisational level (Günther et al., 
2017). 

Proposition 3: The data product owner ensures business 
value of a data product over its lifetime, including use 
case portfolio management, development, maintenance, 
and user support. Depending on the data product’s 
complexity, this role may require technical expertise; 
thus, this may be a shared role between business and IT.

The data product owner is accountable for the data 
product. Notably, the companies differentiated 
between data products that are yet in their develop
ment (typically, a sandbox environment (“data lab”) 
used by an analytics development team to explore and 
experiment with a dataset) and data products that are 
already developed and used downstream in productive Ta
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systems (e.g., a customer churn prediction model used 
by sales teams). In companies A and C, the data 
product owner is accountable for the data product 
over its lifetime, including development, maintenance, 
and user support. In company D, the data product 
owner manages data products for a portfolio of use 
cases of varying maturity. For use cases with low 
maturity (i.e., hypothesis that yet need to be validated), 
the data product owner collaborates with data and 
analytics experts to acquire all necessary data and 
turn these use cases into value generating products. 
Here, the paradigms decoder as owner (e.g., a data 
scientist who decodes a pattern in the data) or compi
ler as owner (e.g., data analysts who aggregate multiple 
data sources) are more suitable as the data product 
owner involved in the creation of the data product that 
is then consumed by a user. In company A, this role 
mainly ensures that the data product generates 
a business value over its lifetime. In company D, the 
data product owner is complemented with the role of 
a business owner who makes sure that data products 
are actually used. In this sense, the data product owner 
can also be associated with the consumer as owner 
paradigm. 

Proposition 4: In BDA environments, the data platform 
owner role facilitates data supply (data owners) and 
data demand (data product owners). This activity 
ensures the availability of data on the platform for 
data exploration and experimentation, but also the 
operation of data products.

Companies manage BDA with data platforms, 
storing data from multiple sources and delivering 
data products for data exploration/experimentation 
and for direct use. This observation underpins the 
disruptive nature of BDA to amalgamate technolo
gies to derive knowledge from big data into plat
forms (Abbasi et al., 2016). All enterprises have the 
role of a data platform owner, which serves as 
a mediator and facilitates data supply (data owner) 
and data demand (data product owner). While there 
are many data owners and data product owners, 
there is usually only one data platform owner 
assigned to an IT role in an enterprise. Thus, we 
can link this ownership type to the paradigms com
piler as owner since this role brings data from var
ious sources to the platform, and packager as owner 
since they reformat data for particular uses in data 
products. In company B, this role has the important 
(even strategic) function to “proactively” search for 
and bring valuable data (according to a business 
potential and need) to the platform. This role is 
also accountable for the development and operation 
of the platform – as is also the case in company 
C and D. This also includes controlling whether data 
products comply with data platform standards. In 

sum, the data platform owner is responsible for the 
availability of data on the platform since she or he 
manages the data pipelines to bring data to the 
platform and to provide data to data products. Our 
findings thereby also support Wamba et al.’s (2015, 
p. 242) study that “emphasizes not only the support 
but also the active involvement of senior management 
for successful implementation of the shared platform 
to leverage ‘big data’ capabilities”.

5.2. Implications of data repurposing

With BDA, the analytical paradigm changes from 
using data in known ways towards finding innovative 
ways of using data in unknown ways (data repurpos
ing). From the challenges that enterprises encounter 
when repurposing data, we derive further propositions 
related to the assignment of data ownership and 
changes in responsibilities. 

Proposition 5: With data repurposing, data’s context of 
use deviates more often from its origin. Thus, new data 
owners may be assigned if the data creators are not able 
to cope with the additional data requirements.

The role of the data owner becomes an elementary 
role in the context of BDA. As data repurposing results 
in changes of a dataset’s context of use, it often results 
in new data requirements, e.g., a specific data attribute 
must be collected at a data source to be used in a data 
product. Thus, in order to manage these deviations, 
responsibilities are required at the source level for 
maintaining data requirements, while ensuring com
pliant access and use. The identification and assign
ment of data owners must follow a governed process 
to align data supply and demand effectively. In com
pany D, the context of use comprises six dimensions 
which define a datasets functional bounds a data 
owner looks after: Who, What, Why, Where, How, 
and When. Who defines the qualifications and skills 
of dataset user, What defines the dataset itself and its 
sensitivity level, Why describes its purpose of use, 
Where the location of use and how data are flowing 
to and from that location, How governs the mainte
nance and use of data, and When specifies a dataset’s 
time of use and retention restrictions. When a dataset’ 
context of use changes, it is either extended or a new 
context of use is defined and assigned to a new data 
owner. The latter case will only happen when one or 
more dimensions need to be adapted in a way that 
goes beyond the original data owner’s area of exper
tise, for instance. 

Propositions 6: With data repurposing, the number of 
dependencies between datasets and data products are 
increasing. The data platform owner assumes addi
tional responsibilities for maintaining transparency 
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and contractual agreements between data owners and 
data product owners.

Data repurposing immediately results in an increas
ing number of dependencies between datasets and data 
products. On the one side, these dependencies need to 
be managed on the source level where data require
ments are maintained. On the other side, these depen
dencies also need to be managed on the platform level 
where data products consume data. For instance, engi
neers at Google warn about data dependencies in 
machine learning applications that can lead to high 
technical debt (Sculley et al., 2015). Transparency on 
these data dependencies is needed to ensure traceability 
of data quality impacts, for instance. Hence, the data 
platform owner acts as an intermediary role with addi
tional responsibilities regarding transparency and con
tractual agreements between data owners and data 
product owners. In line with the concept of information 
logistics, the data platform owner plays an important 
role in coordinating enterprise-wide information flows 
and managing the increasing number of data consu
mer–provider relationships.

6. Summary and outlook

6.1. Contribution

Our study contributes to the emerging field of 
research on data governance, which is considered 
a critical success factor for BDA (Grover et al., 
2018) and for digital transformation in general 
(Vial, 2019). More specifically, we link data owner
ship to the underlying philosophical assumptions 
(Hart, 2002) and identify data ownership types 
that help assigning the decision rights for govern
ing the content of IT artefacts according to Tiwana 
et al. (2013)’s IT Governance Cube. Our findings 
confirm that data ownership remains a key concept 
to clarify rights and responsibilities but should be 
revisited in the BDA context. While BDA environ
ments come with specific challenges, due to the 
nature of advanced analytics products and the 
more frequent repurposing of data, some of the 
established principles for operational systems and 
data warehouses still hold true; most importantly, 
the clear distinction between the owner on the data 
supply side (data owner) and the owner on the data 
demand side (data product owner). Despite these 
similarities, BDA environments require also 
a change in responsibilities and additional role of 
the data platform owner to mediate data supply 
(data owner) and data demand (data products). 
We conclude that building BDA environments 
leads to even more complex data provider–consu
mer relationships and requires effective 

coordination of enterprise-wide information flows. 
Our propositions and the suggested ownership 
types represent a first step towards studying BDA 
governance to facilitate the value creation process, 
which is a key theme of Grover et al.’s (2018) 
research framework.

6.2. Limitations

This study comes not without limitations. Since the 
four case companies represent large organisations, the 
findings may not be transferrable to smaller enter
prises. Also, case studies only allow for analytical gen
eralisation, and we suggest quantitative empirical 
studies to further validate our findings.

6.3. Implications for research

While prior research has mostly looked at either data 
or analytics governance, our findings illustrate how 
these two worlds are interconnected and inform future 
research on these topics. Eventually, the three types of 
data ownership may guide the definition of govern
ance mechanisms for BDA and should be considered 
as the basis for more comprehensive data governance 
roles and frameworks. We show how data governance 
designs must be extended to include analytics-related 
accountabilities for data products and data platforms. 
Moreover, the three data ownership types are highly 
interdependent and will need to interact frequently. 
These interdependencies underline not only the 
importance of relational governance mechanisms, 
but also the collaboration between data and analytics 
teams with business and IT departments. Data and 
data product ownership are accountabilities ideally 
assigned to business stakeholders who understand 
best how to create business value. However, their 
domain expertise must be complemented with knowl
edge about data and analytics. This augmentation 
requires the collaboration with data and analytics 
experts. Platform ownership lies with the data and 
analytics teams, which onboard the data and deliver 
data products, and the IT teams, which operate and 
develop the infrastructure.

From the perspective of enterprise-wide informa
tion logistics, the assignment of data ownership can 
be interpreted as coordination mechanism in analy
tical information systems. By setting clear data own
ership frameworks, organisations foster “the 
planning, control and implementation of cross-unit 
data flows in order to realize enterprise-wide (or 
even inter-organizational) synergies” (Winter, 2008, 
p. 47). In correspondence to Winter (2008), the data 
owner represents the unit in which data are gener
ated, the data product owner the unit in which data 
are analytically processed, and the data platform 
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owner manages the platform infrastructure which is 
essential for information logistics success. We envi
sion that organisations will be highly data-driven in 
the future. As data demands increase, the organisa
tion inevitably evolves into a complex network of 
data producers and data consumers. The assignment 
of data ownership therefore plays a significant role 
to coordinate these raising data provider–consumer 
relationships and requires further research to under
stand the involved processes in greater depth.

6.4. Implications for practice

Practitioners may use our findings to define their 
approach to ownership as well as the related roles 
and responsibilities. Our findings can help them to 
increase consistency in role definitions and establish 
an understanding of data supply and demand in 
their data governance initiatives. For instance, the 
three data ownership types can be used to derive 
further roles, such as data engineers who typically 
work alongside data platform owners to implement 
data pipelines and data scientists who collaborate 
with data product owners to build advanced analy
tics models. Moreover, the ownership types and 
governance structures need to be complemented 
by new data quality management practices as data 
repurposing more frequently changes the data use 
contexts. Ideally, companies establish scalable and 
agile approaches for onboarding data in the right 
quality to create immediate business value through 
data exploration and experimentation.
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